CTS CSD Application for Shared Web Hosting Services

	Shaded area for CTS processing

	Assign To:  CSD - Web hosting


	WEB SITE NAME INFORMATION:

(A) Do you own your Domain/Host Name (Agency URL)?

 FORMCHECKBOX 
   FORMCHECKBOX 
 YES
   FORMCHECKBOX 
 FORMCHECKBOX 
  FORMCHECKBOX 
 NO, go to step (E)

(B) Please list your Domain/Host Name (Agency URL):      
(C) Has your Domain/Host name (Agency URL) been approved through the Domain Naming Service Standards for your Web site?

 FORMCHECKBOX 
   FORMCHECKBOX 
 YES
   FORMCHECKBOX 
  FORMCHECKBOX 
 NO, go to step (E)
(D) Please provide the name of the contact you worked with to receive your approved Domain/Host name (Agency URL) for your Web site.       
(E) If you do not own a Domain/Host Name (Agency URL) or it has “NOT” been approved, please go to the Domain Naming Service Web site to find out how to apply for one. Once you receive an approved Domain/Host Name (Agency URL), submit your Shared Web Hosting Service.


	Customer Name (Agency/Division Name)
	     


	
	

	Customer Address 
	

	Street Address
	     


	City, State, Zip Code
	     


	

	

	Customer Help Desk

	
Phone Number
	     



	
E-mail Address
	     



	

	Signature/Purchase Authority
	     


	
Title
	     



	
Phone Number
	     




	
E-mail Address
	     



	

	Primary Technical Contact
	     



	
Phone Number
	     


	
E-mail Address
	     


	

	Secondary Technical Contact
	     


	
Phone Number
	     


	
E-mail Address
	     


	
	

	Billing Contact
	     


	
Phone Number
	     


	
E-mail Address
	     


	
	

	Billing/Account Code
	     


	     



	
	(Agency #)
	(CTS Account Code)


*This e-mail request is authorization for CTS to charge a customer for the service they are requesting*

	Please complete this form and e-mail it to servicedesk@cts.wa.gov


	Technical Specifications for Web Hosting Services 

(To be completed by customer)


1.  Is this site an Intranet (Within agency or state government) or Internet (Available to all) site?
 FORMCHECKBOX 
  FORMCHECKBOX 
 Intranet (Internal)
 FORMCHECKBOX 
  FORMCHECKBOX 
 Internet (External)
1a.  Do you have sensitive data that will require your web site to be hosted in a secure server environment?
 FORMCHECKBOX 
  FORMCHECKBOX 
 Yes
 FORMCHECKBOX 
  FORMCHECKBOX 
 No, go to #3

If Yes, please provide detailed security requirements for your web site:

	     




2. If you require “Secure Access” to access your web site, please go to the CTS
Security Services Category to review the options. 
 If you have questions about these services, please contact Phil Davis at 360-407-9027.

3.   Authorized Web Site Users: The following users will have authorization to post and remove content from the web site.

	Name:
	User ID: (If user ID unknown, leave blank)
	E-mail:

	     
	     
	     

	     
	     
	     

	     
	     
	     

	     
	     
	     


4.  Service Description (brief description of web site)
	     



5.  If Database is required for your web site, please answer the following questions: 

	Initial Size of Database: 
	     


	Database Name:   ie. agency-application
	     


	Name of DBA: 
	     


	Estimation the database percentage growth: 
	     



5a.  Primary Database Owner: The primary database owner will have full authorization to post and remove content from the web site.  NOTE: To access the SQL database, CTS requires a “Static IP Address” from the database owner.

	Database Owner Name:
	User ID: (If user ID unknown, leave blank)
	Static IP Address:  

(No DHCP)
	Email:

	     
	     
	     
	     


5b.  Authorized Database Users:  The following users will have authorization to post and remove content from the web site.  
	Name:
	User ID: (If user ID unknown, leave blank)
	DB Access Level:

	     
	     
	 FORMCHECKBOX 
 FORMCHECKBOX 
Owner (FULL ACCESS)

 FORMCHECKBOX 
 FORMCHECKBOX 
Datareader (READ ACCESS)

 FORMCHECKBOX 
 FORMCHECKBOX 
Datawriter (WRITE ACCESS)

	     
	     
	 FORMCHECKBOX 
 FORMCHECKBOX 
Owner (FULL ACCESS)

 FORMCHECKBOX 
 FORMCHECKBOX 
Datareader (READ ACCESS)

 FORMCHECKBOX 
 FORMCHECKBOX 
Datawriter (WRITE ACCESS)

	     
	     
	 FORMCHECKBOX 
 FORMCHECKBOX 
Owner (FULL ACCESS)

 FORMCHECKBOX 
 FORMCHECKBOX 
Datareader (READ ACCESS)

 FORMCHECKBOX 
 FORMCHECKBOX 
Datawriter (WRITE ACCESS)


6. What are your features or service requirements?

	             FORMCHECKBOX 
 FORMCHECKBOX 
Basic .HTM support (Default)

 FORMCHECKBOX 
.NET 2 - 3.5 or 4.0 Please put 2, 4
 FORMCHECKBOX 

 FORMCHECKBOX 
PHP 5.2 **

 FORMCHECKBOX 
Ruby On Rails on Mongrel **

 FORMCHECKBOX 
Python **

 FORMCHECKBOX 
Perl **

 FORMCHECKBOX 
Classic ASP support
             FORMCHECKBOX 
.shtml support for Basic HTML includes
             FORMCHECKBOX 
FTP required by default
	 FORMCHECKBOX 

 FORMCHECKBOX 
CGI


 FORMCHECKBOX 
Dev website and database
 FORMCHECKBOX 

Other      
Notice Items marked with ** are not available in the Secure web hosting environment. 



. Do you need statistical data? (E.g. How many times users access your site/page.)
 FORMCHECKBOX 
   FORMCHECKBOX 
 YES
 FORMCHECKBOX 
  FORMCHECKBOX 
 NO

8.  Connectivity (link) to other servers required? (E.g. your dedicated web server.)
 FORMCHECKBOX 
  YES, list name of the servers         FORMCHECKBOX 
  FORMCHECKBOX 
 NO 

9.  Testing requirements: (If applicable.)  
	     



Special Agency Requirements:  (For instance: “During surges of concurrent usage periods…,” or “During Quarterly Tax Filing time, CTS needs to monitor usage.”)
	     



10.  Implementation Date: (Date your site needs to be available.)          
11.  Required: Customer agrees that all content providers will be running current virus checking software on their workstation.

 FORMCHECKBOX 
  FORMCHECKBOX 
 Yes, Customer agrees.
*This e-mail request is authorization for CTS to charge a customer for the service they are requesting*

	Thank you


	Please complete this form and e-mail to the CTS Service Desk – servicedesk@cts.wa.gov


“SHARED WEB HOSTING” SERVICE

1. General Description of Service
Shared server hosting is available on Linux (L.A.M.P.) or Windows (IIS) Web platforms. The service includes the following:
1.1.  System administration and operation; 

1.2. Your organization's own Virtual Servers (Dev, Stage, Prod) so that you can have a distinct URL 

(such as www-dev.xyz.wa.gov, www-stage.xyz.wa.gov, www.xyz.wa.gov or city.ci.wa.us) and

1.3. standard monthly report of activity to your site produced with CTS Webanalytics software.

Linux Web hosting service offers SUSE Enterprise server running Apache2 web server software including MySQL, PHP, Ruby on Rails, Mongrel, Python, Perl, Java and CGI Script support.

Windows Web hosting services offers all basic Web hosting services including, .NET 2.0 – 4.0, Java Script support and CGI Framework. 

Databases supported MySQL, MsSQL

2. Availability Management
The system(s) defined in this Service Offering will be available 24 hours a day 7 days a week with the exception of scheduled maintenance as defined in this Service Offering. The service level goal for this schedule is 99.9, excluding scheduled maintenance periods. CTS agrees to utilize generally accepted information technology management practices and tools, and will make every reasonable effort to meet the service level defined above. 

3. Change Management
CTS technical support staff will be solely responsible for all servers, system software installation, configuration changes, software updates and restores on servers supported in the CTS Data Center. All changes to CTS Data Center computing and network environments are managed to promote or provide stability and minimize the impact of the changes to its customers.

4. Scheduled Maintenance

A. A maintenance window is established for Saturday 8:00 AM to Sunday 6:00 PM. This maintenance window will only be used when necessary (hardware/software upgrades, software patches, faulty hardware replacements, etc.). CTS will make every effort to perform maintenance according to Customer requirements. CTS will notify the Customer in advance of any scheduled maintenance that will affect availability.
5. Problem Management
The CTS Service Desk is the single point of contact for Customer problem reporting, escalation and notification. CTS will provide immediate Customer notification of identified events that have or may have an adverse affect on service delivery to Customers.

6. Reporting
CTS offers a standard Webanalytics reporting site for shared web hosting customers.

7. Security Management
CTS provides a security system infrastructure that protects its Customers from unauthorized external access.

7.1. The current access control method is through the use of a userid and password.

7.2. Customer will identify staff who have the authority to administer the Customer’s web content.

7.3. CTS will secure the platform against known security risks.

8. Physical Environment Management
B. The CTS Data Center provides:
8.1. Physical security guarded and electronically monitored

8.2. Rack mounted computer systems, Virtual computer systems

8.3. Environmental controls and monitoring of Data Center physical and virtual environments

8.4. Fire detection and suppression systems

8.5. Conditioned power 

8.6. Un-interruptible power supply

8.7. Raised floor

9. Restoration Management
CTS is responsible for restoring the system from the last backup in the event restoration is needed.

9.1. CTS and Customer will mutually agree upon a timeframe for restoration, which meets the availability requirements and maximum downtime due to failure.

10. Disaster Recovery
CTS does not currently offer hot site or cold site disaster recovery for the Shared Web Hosting service.
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