# MFaaS Customer Meeting chat log and Q&A

## August 18, 2020

Questions/Comments in the chat.

* SSA
	+ Risk to the project, the Security Evaluation Questionnaire (SEQ) has a 120-day lead time once submitted. The contract with SSA is owned by DSHS, so they are currently reviewing the SEQ to identify the areas where WaTech, OLS and Ensono.
	+ [11:37 AM] Vicki Kent/DSHS (Guest) I am currently working with Andy Nord at DSHS/ESA, setting up meetings, reviewing the existing agreement, etc.
	+ DSHS is currently reviewing the SEQ (security evaluation questionnaire) that SSA requires, to identify the sections that they need WaTech, OLS and Ensono need to complete.

​

* Software Reconciliation
	+ Review of the software results from TADz.
	+ [11:37 AM] chey kyarky DNR (Guest) What were the IBM items found by TADz?

|  |  |  |
| --- | --- | --- |
| **Software Vendor** | **Product Name / Description** | **WaTech****Contract No.** |
| GXS, Inc. | Expedite Base/MVS | Keep (ISV) |
| IBM | Enterprise Cobol for z/OS | NEED TO PRICE |
| IBM | GDDM PGF | To be Removed |
| IBM | GDDM/MVS | To be Removed |
| IBM | IBM Library for REXX on zSeries | NEED TO PRICE |
| IBM | IBM Version Manager (Version Merger) | NEED TO PRICE |
| IBM | Overlay Generation Language/370 | NEED TO PRICE |
| IBM | Page Printer Formatting Aid | NEED TO PRICE |

​

* Mock Testing
	+ [11:43 AM] Don Boogerd (DNR) (Guest) So tentative dates for Mock 1 are 10/5-10/9?
	+ Yes, the tentative date for Mock 1 is October 5-9. Awaiting circuits and hardware delivery to Omaha and Downers Grove.

​

* Next Customer Testing Meeting scheduled for Wednesday , August 19.
	+ [11:44 AM] chey kyarky DNR (Guest)5%August 19 not August 18
	+ [11:45 AM] chey kyarky DNR (Guest) slide is wrong

​

* Pricing Model
	+ [11:47 AM] olsonme@wsdot.wa.gov as agencies Mainframe dependence shrinks over time, will costs shrink as workload shrinks... or do costs remain fixed for the term of the contract.
	+ Costs are on a sliding scale that will allow us to reduce the MIPS setting to bring down.
* RAID log
	+ Attached are the RAID log, which can also be found on the Teams site. This is only the Risks and Issues that are Open or Mitigate