
Why we should use 
multifactor 

authentication
EVERYWHERE.



What is 
multifactor 
authentication 
(MFA)?

Something you know.

Something you have.

Something you are.



Something 
you know

 Pin or Password

 Pushed numbers

 Knowledge check



Something 
you have

 Specific Device (certificate)

 Token or Card

 Digital Token/Application



Something 
you are

 Facial Recognition

 Fingerprint

 Eye scan



That time 
Dilbert saw 
the future.



Why should we use MFA?

Computing power is cheap 
and passwords are dumb.

Humans have awful 
memories.

Password and data 
breaches.





Where do 
we see MFA 
in the world 

today?

 Banking\Medical\Sensitive sites and 
applications.

 Video Games.

 Sign in with...



Least good to most goodest

SMS/EMAIL ONE-
TIME CODES

AUTHENTICATOR 
APP

PUSH 
NOTIFICATIONS

FIDO 
AUTHENTICATION







Not quite flawless victory

Notification Fatigue Impersonation/Cold Calls
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