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About Application Security
Management (ASM)
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« Currently protecting 100+
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ASM Features & Benefits

Complements other allocated
WaTech security services
currently offered

Adds an additional layer of
protection

Blocks malicious attacks before
they reach Web applications

Compatible with all major Web
technologies and platforms

Service protection and
monitoring 24x7
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ASM Performance Review

ASM Categories vs Hits — Blocked (thousands)
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How to order ASM

« Contact one of our FANTASTIC customer account managers to schedule a consult:
- Steve Lovaas, steve.lovaas@watech.wa.gov
. Larry Lee, larry.lee@watech.wa.gov
- Lyle Tillett, lyle.tillett@watech.wa.gov

- John Wright, john.wright@watech.wa.gov

« Submit a request to WaTech Service Desk through the online Terms of Service
Agreement form
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